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4.3.14 Where a Data User requests data to 

be provided by particular fields, format 

and/or media (storage device, CD etc), 

the IPND Manager must provide advice to 

that Data User regarding the cost and time 

involved. Where the Data User decides to 

proceed, the IPND Manager must respond 

in a reasonable timeframe and on an 

equitable basis.  

4.3.14 Where a Data User requests data to be 
provided using bespoke business rules to meet 
their Approved Purpose, for example random 
sampling for specific volume of customer 
numbers, the IPND Manager must respond on 
an equitable basis within a reasonable 
timeframe with advice to the Data User 
regarding cost and estimated time involved. 

4.3.15 All PNCD and PNDD will be 

encrypted and transferred via secure 

electronic means as specified in the IPND 

Technical Requirements and the Access to 

Internet Interface Service documents 

provided by the IPND Manager to Data 

Users and Data Providers via file transfer 

protocol, unless under exceptional 

circumstances where an alternate secure 

process is negotiated.  

4.3.15 All Customer Numbers, PNCD and PNDD 
provided by the IPND Manager must be 
encrypted and transferred via secure electronic 
means as specified in the IPND Technical 
Requirements and Access to the Internet 
Interface Service documents provided by the 
IPND Manager to Data Users and Data 
Providers, unless under exceptional 
circumstances where an alternate secure 
process and costs are negotiated and accepted 
by the Data User and chargeable by the IPND 
Manager. 

5.3.3 The IPND Manager must extract PNCD 

referred to in clause 5.3.1 and 5.3.2 at a 

time agreed to with the Data Provider and 

provide the PNCD to the Data Provider 

within a reasonable timeframe, not 

exceeding 5 Business Days from the agreed 

time of the PNCD extract.  

5.3.3 The IPND Manager must extract PNCD 
referred to in clause 5.3.1 and 5.3.2 at a date 
and time agreed to with the Data Provider and 
provide the PNCD to the Data Provider within a 
reasonable timeframe, not exceeding 5 
Business Days from the agreed date of the 
PNCD extract. 

6.1.1 The IPND Manager must treat 

prospective Data Users within the same 

Approved Purposes category in an 

equitable manner with regards to the terms 

and conditions of access to PNCD or PNDD.  

6.1.1 The IPND Manager must treat prospective 
Data Users within the same Approved Purposes 
category in an equitable manner with regards 
to the terms and conditions of access to 
Customer Numbers, PNCD or PNDD.  

6.1.3 If a person wishes to register as an 

IPND Data User, the IPND Manager must 

make available to that person an 

Information Package within 20 Business 

Days of receiving a written request for such 

information and/or an expression of interest 

in becoming an IPND Data User. The IPND 

Manager must provide an Information 

Package to persons wishing to register as 

an IPND Data User on an equitable basis.  

6.1.3 If a person wishes to register as an IPND 
Data User, the IPND Manager must make 
available to that person an Information Package 
within 2 Business Days of receiving a written 
request for such information and/or an 
expression of interest in becoming an IPND 
Data User. The IPND Manager must provide an 
Information Package to persons wishing to 
register as an IPND Data User on an equitable 
basis.  

6.1.5 Data Users must:  

(a) agree to comply with IPND Technical 

Requirements and other security 

provisions as notified by the IPND 

Manager from time to time; and  

(b) not transfer, copy, use or supply 

the PNCD or PNDD other than for 

6.1.5 Data Users must:  
(a) agree to comply with IPND Technical 
Requirements and other security provisions as 
notified by the IPND Manager from time to 
time; and  
(b) not transfer, copy, use or supply the 
Customer Numbers, PNCD or PNDD other than 
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the specific Approved Purpose for 

which it has applied.  
for the specific Approved Purpose for which it 
has applied. 

6.1.6 The IPND Manager must not 

unreasonably deny access to a prospective 

Data User, nor give undue emphasis to a 

potential Data User’s inexperience in their 

application.  

 

NOTE: In view of the obligations of the IPND 

Manager under Part 13 of the Act and 

other applicable laws, the IPND Manager 

may consider the previous actions of a 

potential Data User and any advice from 

the ACMA about the potential Data User’s 

compliance or non-compliance with the 

Approved Purposes, and the Data User’s 

ability to use PNCD or PNDD for the purpose 

or purposes it has given. 

6.1.6 The IPND Manager must not unreasonably 
deny access to a prospective Data User, nor 
give undue emphasis to a potential Data User’s 
inexperience in their application.  
 
NOTE: In view of the obligations of the IPND 
Manager under Part 13 of the Act and other 
applicable laws, the IPND Manager may 
consider the previous actions of a potential 
Data User and any advice from the ACMA about 
the potential Data User’s compliance or non-
compliance with the Approved Purposes, and 
the Data User’s ability to use Customer 
Numbers, PNCD or PNDD for the purpose or 
purposes it has given. 

6.1.7 On receipt of the Data User 

application from a prospective Data User 

and all information reasonably requested 

by the IPND Manager needed in 

considering the prospective Data User's 

application, the IPND Manager must 

consider the application and respond to 

the prospective Data User within 30 Business 

Days with a decision on whether the 

applicant will be registered as a Data User 

by the IPND Manager.  

 

NOTE: The receipt of PNCD or PNDD will be 

subject to agreement on the terms and 

conditions as between the IPND Manager 

and the prospective Data User. 

6.1.7 On receipt of the Data User application 
from a prospective Data User and all 
information reasonably requested by the IPND 
Manager needed in considering the prospective 
Data User's application, the IPND Manager 
must consider the application and respond to 
the prospective Data User within 30 Business 
Days with a decision on whether the applicant 
will be registered as a Data User by the IPND 
Manager.  
 
NOTE: The receipt of Customer Numbers, PNCD 
or PNDD will be subject to agreement on the 
terms and conditions as between the IPND 
Manager and the prospective Data User. 

7.1.4 Data Users and Data Providers must 

comply with the reasonable requirements 

of the IPND Manager in implementing the 

IPND Technical Requirements or IPND 

Internet Interface Service (IIS).  

7.1.4 Data Users and Data Providers must 
comply with the reasonable requirements of 
the IPND Manager in implementing the IPND 
Technical Requirements and the IPND Internet 
Interface Service (IIS).  

  

 


